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ABSTRACT

In this paper, we propose an effective watermarking algo-
rithm based on a pseudo 3D DCT and quantization index
modulation for vide against the attacks. The watermark is
principally inserted into the uncompressed domain by ad-
justing the correlation between DCT coefficients of the se-
lected blocks, and the extraction of watermark is blind. This
approach includes a pseudo 3D DCT, watermark embed-
ding, and extraction. A pseudo 3D DCT obtained by taking
twice DCT transformations will be firstly utilized to calcu-
late the embedding messages. Using the quantization index
modulation, we insert the watermark into the quantization
regions from the successive frames and record the relative
information to create a secret embedding key. This secret
embedding key will further use to the extraction procedure.
Experimental results demonstrate that our proposed method
can gain a good performance in transparency and robustness
against filtering, compression, and noise attacks.

1. INTRODUCTION

Owing to network technology rapidly advance, humans
can arbitrarily and easily access or distribute any multime-
dia data from networks. Hence, the protection of intellec-
tual property becomes more and more attentive and impor-
tant for the society, Based on this scheme, many methods
are developed [1–4]. Digital watermarking is a favorable
method for copyright protection of the multimedia. It is a
digital code embedded in the host data and typically con-
tains information about origin, status, and/or destination of
the data. Applications of watermarking technique include
copyright protection, fingerprinting, authentication, copy
control, tamper detection, and data hiding applications such
as broadcast monitoring [4].

Many watermarking techniques have been proposed
which was worked in the spatial domain [5] and frequency
domain [1, 6, 7], etc. Lancini et al. [5] proposed a video
watermarking technique in the spatial domain. In this ap-
proach, an important notion is mentioned: the compres-
sion algorithm will strongly decrease the chrominance qual-
ity. Kong et al. [8] proposed a video watermarking based
on Singular Value Decomposition. The watermarks in this
method are embedded in specifically selected singular val-
ues for the luminance channel of the video frames. Many
of techniques based on the frequency domain contain the
discrete cosine transform (DCT), discrete fourier transform
(DFT), discrete wavelet transform (DWT), quantization in-
dex modulation (QIM) [9–11]. Li and Cox [10] proposed a
watermarking system based on Watson’s perceptual model
to select the quantization step in the QIM method. The
Watson’s model can modify the quantization scale and pro-
vide a QIM algorithm that is invariant to valumetric scal-
ing and further to improve fidelity. Thiemert et al. [12]

designed a block based video watermark system which is
robust against several image processing operations. The au-
thors worked on quantized DCT blocks with size of 8×8 for
luminance channel in MEPG1/2 compressed videos. This
scheme enforces the relationships between block averages
in groups of blocks to represent the embedded binary mes-
sage, and chosen coefficients into each block to represent
the message redundantly. In this paper, we propose an video
watermark system based on the DCT domain to achieve
various attacks and copyright protection. In order to avoid
the distortion of the chrominance quality of video data, we
mainly focus on the luminance component to perform our
embedded system.

The rest of the paper is organized as follows. In Sec-
tion 2, we describe our proposed method. The performance
evaluation will be presented in Section 3. Section 4 presents
the experimental results. Finally, Section 5 gives the brief
conclusions.

2. PROPOSED METHOD

Our proposed system is based on DCT domain. Details
of the whole method are described in the following.

2.1. Pseudo 3D DCT transformation

For video data, we take several successive frames as a
group. Each frame within a group will be divided into a
number of blocks which will be transformed into DCT do-
main by pseudo 3D DCT method. By means of pseudo
3D DCT method, our approach can reduce the computa-
tional complexity. First, we take four consecutive frames
as a group, and every frame within a group is divided into
some of blocks. Next, the DC value of each block located in
the same position of successive frames for a group is trans-
formed into the DCT domain again. After transforming the
second DCT process, we will obtain a new DC value and
several AC values. This procedure is called a pseudo 3D
DCT. The pseudo 3D DCT diagram is shown in Fig. 1. And
the sum of all absolute AC values with weights is expressed
as

Sum(i, k) =
∑

l

Ws(i, k, l) × |AC(i, k, l)|, (1)

where Sum(i, k), Ws(i, k, l), and AC(i, k, l) denote the
sum of all AC values, the corresponding weight value, and
the lth AC value corresponding to the kth blocks of suc-
cessive frames within the ith group, respectively. Here, the
initial wight value can be decided by user. Next, we arrange
these sums and then achieve the embedding process.

For example, we take four frames as a group, and each
of frames will be separated into the 8×8 size of blocks, and
further the block will be firstly transformed to DCT domain
by DCT method. Then we will pick the DC values of ev-
ery block which locate the same position on the frames and
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Fig. 1. A pseudo 3D DCT diagram.

transform these DC values to DCT domain again. After
transforming process, we can obtain a new DC value and
three AC values. According to Eq. (1), a sum of these AC
values with corresponding weight values can be computed
and obtained. By repeating above steps until all blocks of
frames with the same group, we will acquire a sequence of
sums of every block. Finally, the embedding information
can be obtained to construct the embedding technique.

2.2. Watermark embedding

In order to embed the watermark bits, the quantization
index modulation (QIM) method is employed. Based on
the QIM algorithm, the embedding domain is divided into
several regions. The interval of every region is the same
value which equals to the threshold T (i), and an index ob-
tained by Q(i, k) is assigned to each region. Every region
represents a value of watermark. According to the Q(i, k)
and the embedded bit streams, we will further modify the
values of Sum(i, k) by means of the QIM method. The
modification is expressed as:

Q(i, k) =

⎧⎪⎪⎨
⎪⎪⎩

2 × p, if EW is 0, Matched, (a)
2 × p, if EW is 1, Unmatched, (b)
(2 × p) + 1, if EW is 1, Matched, (c)
(2 × p) + 1, if EW is 0, Unmatched. (d)

(2)
where p and EW denote a random non-negative integer and
the embedded watermark bit, respectively. If the relation-
ship of Q(i, k) and the watermark bit conforms to Eq. (2)
(a) or (c), the Sum(i, k) is not modified. Otherwise, the
Sum(i, k) will be changed to fit this condition. In order to
increase the robustness of our proposed system, Sum(i, k)
value will be changed to the center value corresponding
to this section to gain the distortion tolerance. The inser-
tion processing is illustrated as Fig. 2. After performing all
blocks of frames within the group, we can derive the vari-
ation sequence Diff(i) which is the difference denoted as
D(i, k) between the modified Sum(i, k) and Sum(i, k) for
each block. It is reasonable that the blocks with the small
variations will be selected to embed the watermark. Thus,
the embedding positions can be determined according to the
amount of D(i, k). Since Sum(i, k) is consisted of sev-
eral AC values, the modification of Sum(i, k) equals to the
change of AC values. Note that the low frequency com-
ponent is more robust and visually sensitive than the high
frequency component. That is, if the low frequency com-
ponent is modulated, it will cause the distortions more seri-
ously, but it has higher ability to resist attacks than the high
frequency component does. Therefore, we use the weights

Fig. 2. Watermark insertion by QIM method.

to modulate the Sum(i, k) which is defined as:

Sum′(i, k) =
∑

l

Ws(i, k, l) × |AC(i, k, l)|

+We(i, k, l) × D(i, k), (3)

where the D(i, k) represents the difference between
Sum′(i, k) and Sum(i, k). AC(i, k, l) and We(i, k, l)
denote the AC value and the weights corresponding to
the kth block within the ith group in the frames, respec-
tively. We(i, k, l) can be adjusted by user and the sum of
We(i, k, l) must equal to one. After determining the em-
bedding position, we change the original value in the posi-
tion into the center of the corresponding section by using
Eq. (3). By repeating above procedures until all watermark
bits are inserted, the embedding process will be achieved.
Finally, all embedding positions, the secret seed S, weights
Ws(i, k, l), and the threshold T (i) will be recorded as the
secret embedding key. This embedding key will provide the
important information to exactly extract the embedded wa-
termark.

2.3. Watermark extraction

The extraction process is the inverse of the embedding
process. First of all, the raw video sequence is separated
into several groups of frames and each frame is divided into
blocks. When we determine the embedding blocks, the se-
lected blocks were transformed by using pseudo 3D DCT,
we can further obtain Sume(i, k) by using Eq. (1). Then we
divide Sume(i, k) based on the relative threshold T (i) and
the secret embedding key to calculate the quotient Qe(i, k).
According to Qe(i, k), The embedded bit can be detected
and given by

EW =
{

0, if Qe(i, k) = 2 × p,
1, if Qe(i, k) = 2 × p + 1,

(4)

If Qe(i, k) is odd value, the embedded bit is 1. If Qe(i, k) is
even value, the embedded bit is 0. By repeating above steps,
we can exactly determine the embedded bits gradually until
all watermark bits are extracted. Finally, using the secret
seed S recorded in the secret embedding key, the embedded
watermark can be effectively detected.

3. PERFORMANCE MEASUREMENT

There are two important factors to measure the per-
formance of watermark system:transparency and robust-
ness. For transparency, we use the peak-signal-to-noise ra-
tio (PSNR) to present this characteristic expressed as

PSNR = 10 × log
S2

max

MSE
, (5)
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(a) (b)
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Fig. 3. (a) and (b) Original frames. (c) Watermark image.

MSE =
1

h × w

h∑
y

w∑
x

|S1(x, y) − S2(x, y)|2, (6)

where S1 and S2 denote the corrupted and original images,
respectively. Variables h and w denote the height and width
of the image. For a gray level image, Smax represents 255
gray value. For robustness, we use the NC value to repre-
sent this characteristic. The NC value which measures the
similarity between the original watermark W (i, j) and the

extracted watermark Ŵ (i, j) is given by

NC =

∑w
i=0

∑h
j=0 W (i, j) × Ŵ (i, j)∑w

i=0

∑h
j=0[W (i, j)]2

, (7)

where h and w denote the height and width of the water-
mark.

4. EXPERIMENTAL RESULTS

In the experiments, we used the 720×480 raw video se-
quence with 80 frames and made four frames as a group,
and each frame is divided into the number of 8×8 blocks.
The watermark with the size of 36×20 is prepermuted into
a binary pattern by pseudorandom generator. The thresh-
old is obtained by computed the median of the quantiza-
tion region. Figure 3 shows the testing data and water-
mark. Figure 4 shows the PSNR values of 80 frames com-
paring with our proposed method, Kong et al.’s [8] method
and Thiemert et al.’s [12] method. From these results, it
is clearly obvious that the transparency of our proposed
method is superior to Thiemert et al’.’s and Kong et al.’s re-
sults. For robustness, the compared results for the MPEG-
1 compression are shown in Fig. 5. Figures 6-9 illustrate
the results of different attacks. According to above experi-
ments, it is obvious that our proposed method is more robust
than Kong et al.’s method and Thiemert et al.’s method.

5. CONCLUSIONS

In this paper, we have proposed an effective video wa-
termarking algorithm based on 3D pseudo DCT and QIM
method to achieve the copyright protection in DCT domain.
We use twice DCT method to obtain the embedded infor-
mation and the QIM method to decide the embedded bits
of watermark as previously discussed. Experimental results
demonstrate that our proposed approach is feasible and can
obtain the good performance in transparency and robust-
ness.

Fig. 4. The PSNR values compared with our proposed
method, Kong et al.’s method, and Thiemert et al.’s method.
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(a)

(b)

Fig. 5. NC values for the different MPEG-1 compres-
sion compared with our proposed method, Thiemert et al.’s
method, and Kong et al’s. method.

(a)

(b)
NC=1

(c)
NC=0.5903

(d)
NC=0.6361

Fig. 6. (a)Watermarked frame with Wiener filtering. Ex-
traction watermark results. (b)-(d)The proposed method,
Thiemert et al.’s method, and Kong et al’s method, respec-
tively.

(a)

(b)
NC=1

(c)
NC=0.5889

(d)
NC=0.6042

Fig. 7. (a)Watermarked frame with Wiener filtering. Ex-
traction watermark results. (b)-(d)The proposed method,
Thiemert et al.’s method, and Kong et al’s. method, respec-
tively.

(a)

(b)
NC=1

(c)
NC=0.6181

(d)
NC=0.5903

Fig. 8. (a)Watermarked frame with pepper and salt noise.
Extraction watermark results. (b)-(d)The proposed method,
Thiemert et al.’s method, and Kong et al’s method, respec-
tively.

(a)

(b)
NC=0.9986

(c)
NC=0.6278

(d)
NC=0.5833

Fig. 9. (a)Watermarked frame with pepper and salt noise.
Extraction watermark results. (b)-(d)The proposed method,
Thiemert et al.’s method, and Kong et al’s. method, respec-
tively.
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